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Abstract—In the architectural design of a communication
technology the assignment of responsibilities to its different
modules or layers is a key issue. The modularization and
assignment of functions to modules has a strong impact on
the system performance. In this paper, we address data for-
warding as a key responsibility of a VANET’s (Vehicular Ad
hoc NETwork) communication device. More specifically, we
discuss two different approaches, packet-centric forwarding
(PCF) and information-centric forwarding (ICF), both aimed
to disseminate information in a VANET environment. Basi-
cally, assuming a layered protocol design adapted to VANETs,
it is argued where and how functions related to node connec-
tivity and data transport could be implemented.
Discussing pros and cons of ICF and PCF, we define amod-

ular information-based architecture with a hybrid approach
for dissemination of safety information where: i) information
forwarding responsibilities reside in the application protocol
layer(s) and exploit the applications’ capability of informa-
tion modification, aggregation, and invalidation, ii) packet
forwarding functionalities are implemented in the network
protocol layer to rapidly disseminate information of very high
priority (safety-of-life), and iii) low-cost nodes incapable of
processing safety-related information, can be used to increase
network connectivity.

I. INTRODUCTION

Currently, several initiatives around the world [1], [2],
[3], [4], [5] are developing vehicular safety applications
by means of short-range wireless technologies. These
projects, often sponsored by governments, join the ef-
forts of different companies, universities and standard-
ization bodies [6]. All of them envision a future where
equipped vehicles are able to create spontaneous networks
(VANETs) and, communicating among themselves, turn
roads into a safer place.
This document addresses VANETs as communication

networks in which safety applications represent the pri-
mary use and safety data is disseminated via wireless com-
munication in the network. Every communicating vehicle,
referred to as node, acts as a receiver and a potential for-
warder of data. As a receiver, a node decides whether to
notify the driver about the safety information. As a for-
warder, a node determines whether to forward the infor-
mation to other nodes.
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VANETs differ from conventional communication net-
works in many aspects. We make the following observa-
tions:
Type of communication, end-to-end notion revisited.
Typically, applications in conventional networks use uni-
cast communications, i.e., peer protocol entities are well-
defined by a node or group identifier. Safety applications,
as primary application type in VANETs, address mainly
geographical areas in which data needs to be distributed.
Packet vs. information. In conventional packet-switched
networks, application messages are broken into smaller
segments, termed packets, and individually transmitted
across the network. The data payload in a packet remains
unchanged until reaching its destination. However, infor-
mation about road safety is commonly regarded as timely
and spatial temporal state information that is distributed
(exchanged) among the nodes in the communication net-
work; each node evaluates the received safety state, merges
it with the local state, and then decides how to communi-
cate the updated state information. This operation, that al-
lows to aggregate, modify and invalidate the information
to be forwarded, is commonly referred to as in-network
processing. Further, it is a known concept in wireless net-
works, and also applied to VANETs non-safety applica-
tions in [7].
Application requirements vs. medium conditions.
VANETs’ communication protocols will have to cope with
i) an unreliable radio channel, where wireless signals
strongly fluctuate due to multi-path propagation, and ii)
highly dense scenarios with many nodes sharing a limited
wireless medium when fully deployed. Therefore, the de-
sign of smart (meaning robust and efficient) strategies is
needed in order to achieve the high reliability required by
VANETs’ safety applications.

Fig. 1. Dissemination of safety information in a VANET. Vehicle A
realizes an emergency situation and determines that it is relevant to all
nodes inside the shadowed area.



Due to VANETs’ specific characteristics and require-
ments we proposed in [8] a communication system with
a tailored architecture. Still though, a smart assignment of
responsibilities to the different communication entities is
required to ensure an optimal performance of safety appli-
cations in vehicular environments.
This document presents a system design with a reasoned

assignment of responsibilities to the different entities of a
VANET’s communication system. More specifically, we
make use of the fundamental functionality of information
dissemination (Fig.1) to question the commonly accepted
definition of multi-hop data forwarding as network proto-
col layer functionality. Afterwards, taking into account the
most relevant aspects of VANETs’ applications and envi-
ronments we reason and depict a system design addressing
the correspondent communication challenges of the differ-
ent vehicular scenarios.
Based on two different strategies for information dis-

semination in VANETs, i.e., packet centric forwarding
(PCF, network layer) and information centric forwarding
(ICF, application layer), we develop a hybrid communica-
tion approach with the following key features:

• Forwarding of safety information executed by appli-
cation (not managed by network layer).

• Capability of aggregation, modification, and invali-
dation of safety information during the dissemination
process.

• Packet forwarding supported at the network layer for
specific types of information, e.g., of safety-of-life.

• Capability of adaptation to channel state.
• Support of a heterogeneous network architecture with
smart and dumb nodes.

The remaining sections of the document are organized
as follows: Section II describes the relevant aspects (and
assumptions) for dissemination of safety information in
VANETs and presents the reasoning for our proposal of
a hybrid approach. Section III presents a simple, modular,
and robust system architecture that fulfills the requirements
of our hybrid approach while offering sufficient flexibil-
ity for future applications and interaction between differ-
ent types of nodes. Section IV discusses the most relevant
functionality in a VANET’s communication system, i.e.,
information dissemination, and its related work. Finally,
Section V gives an outlook and concludes the document.

II. ASPECTS OF VEHICULAR COMMUNICATIONS

In this section we first list the most relevant aspects
or/and assumptions that have to be taken into account when
designing a VANET’s communication system. Then, we
describe two approaches for information dissemination,
and finally we justify the derived system.

A. Characteristics/Assumptions

Two different types of nodes: In VANETs we distinguish
between smart and dumb nodes. A smart node has rela-
tively strong computational resources, typically access to

on-board sensors of cars, and executes a number of appli-
cations for traffic safety and driving comfort. In contrast,
a dumb node is a cost-efficient device with limited com-
putational capabilities, typically but not only, installed as
cheap road-side unit. From a complete system perspective,
a dumb node works as a simple forwarder required to im-
prove network connectivity with low penetration rates or in
situations with low traffic density. Dumb nodes, therefore,
will not be able to process the information contained in the
message payload.
Layered architectural approach: Though the consider-
able differences existing between VANETs and conven-
tional networks, we regard protocol layering as a reason-
able approach to manage the complexity of VANET tech-
nology (e.g., [8]). Therefore, in this document we will re-
fer to the different – OSI – layers, specially to network and
application layer, when assigning the different functionali-
ties for different types of information dissemination.
Diverse types of applications: We can classify VANET’s
applications in three main groups with respect to the rele-
vance of their information: safety-of-life, safety and non-
safety. All three, as their names suggest, present very dif-
ferent requirements with respect to reliability and delay.
Hence, not only a prioritization but also different strate-
gies might be required to satisfy their specific demands in
a shared communication medium.
Hazard detection: We consider two different ways of
detecting a hazard that potentially compromises road
safety:

• Warning message. A vehicle receives a warning mes-
sage from another node that detected the hazard, e.g.,
car crash message or icy road message.

• On-board sensors and/or state information. A node’s
safety application detects a new hazard processing the
different state information gathered from other nodes
and/or the on-board sensor’s state, e.g., hard decelera-
tion of the vehicle or two vehicles driving in different
roads approaching an intersection at high speed.

The main difference between both groups is the node
originating the information, i.e., the one that detects the
hazard directly, by its ‘own means’.
Two opposite and challenging network situations: In
vehicular environments two scenarios can be identified that
require two opposite communication strategies: sparse and
dense networks. In dense networks, such as cities or ma-
jor highways with a large portion of equipped vehicles, the
data load on the channel should be controlled in order not
to exceed the limited wireless bandwidth. In contrast, in
sparse networks, such as in the introduction phase of such
a technology, channel saturation is not an issue. More-
over, messages should be repeated since equipped vehicles
are most likely out of wireless radio range of each other;
vehicles inside the area of influence of a hazard, but not
reachable at the time it is detected, should also be notified.
Note that in case of experiencing a dense network, the

forwarding strategy is required to be very efficient in terms
of overhead while ensuring high reliability to prioritymes-
sages with the most important payload, i.e., safety-of-life.



Safety information must be kept ‘alive’: Safety haz-
ards can be associated with a time duration and geograph-
ical area while/where they can potentially affect vehicles’
safety state. Therefore, and taking into consideration the
existence of sparse network scenarios, we assume that the
distribution of some state information will be repeated
(e.g., periodically or at detection of a new neighboring ve-
hicle) for a defined duration of time while being inside a
specific geographical area. This time and area are com-
monly referred as time of validity and area of validity. The
specific strategy to optimize this repetition process is out
of the scope of this document. However, we discuss in
Sec. III how the functionalities should be assigned in order
to address the different VANETs’ requirements.

B. Two Approaches for Information Dissemination
In this study, we identify two opposite approaches

for information dissemination in VANETs: packet-centric
forwarding and information-centric forwarding. Packet-
centric forwarding refers to the conventional approach for
packet-switched communication where the source breaks
the information into data packets and address them to one
or more network nodes. In VANETs, this group typically
comprises nodes located inside a geographic area. With
PCF the responsibility of information dissemination re-
sides on the network layer, i.e., specific forwarding algo-
rithms, located at the network layer in a stacked protocol
architecture as in the OSI model, try to provide efficient
and reliable delivery of these packets over potentially mul-
tiple wireless hops. In contrast, information-centric for-
warding does not rely on an end-to-end semantic imple-
mented in network layer: the safety information issued as
single-hop broadcast by a source node is processed at ev-
ery receiving node, and afterwards (modified or not) re-
distributed if required. With ICF, therefore, the respon-
sibility of information dissemination resides on the appli-
cation itself. Both, packet-centric and information-centric
forwarding represent two extreme but valid approaches for
dissemination of safety information. Making the simpli-
fying assumption that a node (or communication system)
is basically comprised of two main interconnected entities,
a communication domain (radio modem, medium access,
routing and transport protocols) and an application domain
(see Sec. III), we describe both approaches in more detail:
Packet-centric forwarding (PCF):With this approach, a
vehicle realizing a hazardous situation by its ‘own means’
(i.e., not from a warning message) generates an informa-
tion and creates a data packet containing the application
payload (commonly, type of emergency and location and
time it was noticed). To disseminate the packet geographi-
cally by the network layer1 the application also determines,
for the packet header, the area of validity and the time of
validity. In order to keep an information ‘alive’ inside the
area of validity, being capable to forward the message to
nodes outside of radio range, nodes receiving a message
store it at the network layer (during the time of validity).

1The specific packet dissemination strategy is out of the scope of this
document. However, some aspects are discussed later in Sec. IV.

Information-centric forwarding (ICF): With this strat-
egy, when a vehicle detects a hazard it ‘single-hop’ broad-
casts a packet (containing the type of hazard, the point of
time and the location when and where the hazard was no-
ticed). A vehicle that receives this message will deliver the
message directly to the correspondent application, without
any further action required from the network layer. Then,
the application in turn merges the new information with
the (locally-stored) safety information and decides about
further procedures with respect to the hazard, i.e., whether
and when to issue a new single-hop broadcast to the wire-
less channel.

C. Motivation for a Hybrid Approach

In the previous subsections we have presented relevant
aspects with respect to VANETs and two valid approaches
for information dissemination, ICF and PCF. In this sub-
section we will point different benefits and drawbacks of
both strategies due to the different VANETs’ aspects and
scenarios in order to assist the design process of the most
appropriate communication system.
Existence of dumb nodes: Dumb nodes are an extremely
important requirement for a successful initial deployment
of a VANET, when only a small portion of equipped vehi-
cles exist. Dumb nodes can act as simple data forwarder
being able to temporary cache information and adapt its
forwarding behavior to changing conditions in their vicin-
ity. The limitation of dumb nodes is the fact that appli-
cations are not available as in smart nodes. The required
compatibility with nodes that are not able to process or
understand the information in a message payload makes
a solution inappropriate where solely ICF is implemented.
Consequently, the required existence of dumb nodes favors
the use of the PCF approach, specially in the first years of
a potential deployment of such as system.
Scalability: ICF presents a clear benefit with respect to
scalability. We assume that the available wireless band-
width is limited and also that, in dense networks, vehicles
in the vicinity might detect same or related safety events.
Since with ICF the application would process the payload
of a data packet, ICF facilitates the aggregation, modifica-
tion, and invalidation of information. These procedures
can considerably reduce the overhead created by redun-
dantly transmitted information. Consequently, some por-
tion of wireless bandwidth can be ‘saved’ with respect to a
same hazard being noticed by different sources, specially
when keeping a (variable over time) information ‘alive’.
Safety-of-life messages in dense network situations: In
case an emergency is detected in a dense network a strat-
egy capable to disseminate the information in an extremely
reliable, efficient and rapid manner is required. In this situ-
ation, where there is a safety-of-lifemessage, ICF capabili-
ties (aggregation, modification, and invalidation) are not so
important. PCF offers the benefit of easily track the mes-
sages to avoid redundant –harmful– message duplicates in
a simple and rapid way at network layer, i.e., safety crit-
ical packets should not be modified nor processed by the



application before being forwarded. Therefore, this strat-
egy can be implemented as a service of the (common to all
applications and types of nodes) communication domain.
The conclusion of this argumentation points to a hybrid

approach. A strategy combining both PCF and ICF would
enable receivers of a safety message to include both re-
mote and local knowledge before forwarding the safety in-
formation. At the same time, geo-addressing capabilities
are offered from the network layer, e.g., for dissemination
of safety-of-life data, and the compatibility of smart and
dumb nodes is ensured. In the following section we present
a proposal of an appropriate system design for information
dissemination that fulfills all requirements presented above
while trying to keep a clean and modular architecture.

III. HYBRID APPROACH FOR SYSTEM ARCHITECTURE
In the previous section we have argued for:

• assignment of the responsibility of message forward-
ing at the different applications,

• implementation of a reliable and efficient geocast
strategy at the network layer, and

• compatibility between smart and dumb nodes.

Based on these fundamental decisions we introduce a
software architecture that allows a clear system design and
an unambiguous assignment of functions. The software
architecture structures the function set of a VANET node in
the two different architectural domains mentioned above,
an application domain and a communication domain.
We regard the application domain as a component

that comprises all safety applications. These applications
gather all safety information available to inform the driver
of unsafe situations and assist other nodes forwarding rel-
evant safety data.
The communication domain is composed of all mecha-

nisms and protocols needed to deliver the relevant informa-
tion to the correspondent destinations with the reliability
required by the different applications (when possible).
Note that a strong coupling between the application and

the communication domain is implied. Applications must
assist the communication domain in their task of delivering
information respecting its relevance. At the same time, ap-
plications can benefit from the knowledge of the capacity
limitations and actual status of the wireless channel.
Fig. 2 depicts a high level structure of the proposed sys-

tem. The figure basically shows the two main building
blocks of a VANET node, the application domain and the
communication domain, with the most relevant functions
for dissemination of safety information. Application do-
main and communication domain interact via interfaces for
exchange of safety data to be sent to, or received from,
other nodes and state information. While the detailed spec-
ification of both domains and the correspondent interfaces
is beyond the scope of this document, this section describes
i) how the required functions in a VANET node are as-
signed to appropriate domains and structured into func-
tional blocks (Fig. 3), ii) the proposed data dissemination
strategies for both types of safety messages, and iii) how
the compatibility with dumb nodes can be achieved.

Fig. 2. High level view of the proposed architecture for VANET nodes.

A. Communication Domain

The communication domain is common to smart and
dumb nodes, and provides the following main functions:
Addressing: The communication domain is capable of dif-
ferent address types. A unicast address identifies a single
node and it is used for point-to-point communication. A
broadcast address refers to all nodes within one wireless
hop. A geocast address identifies all nodes that are located
inside of a geographical area.
Packet delivery: Corresponding to the addressing type,
the communication domain provides to applications differ-
ent modes of packet delivery for unicast, broadcast, and
geocast. The geocast mechanism must provide reliability
and efficiency (i.e., to avoid redundant messages) in order
to fulfill the requirements exposed in Section II-C and can
make use of the Location Table (LT, where positions of
other nodes are maintained as soft state). Broadcast mes-
sages, on the other hand, are considered as a one time (un-
reliable) transmission addressed to nodes in range only.
Note that although non-safety applications have not been

taken into account in the previous sections, we have to ad-
dress them shortly at this point in order to develop a com-
mon communication domain for all types of applications
in VANETs. For this reason, we consider few instances
of geocast packet delivery strategies (Fig. 3). The latter
decision responds to the different reliability requirements
of the possible future applications and the existing trade-
off with overhead efficiency, e.g., higher reliability could
be achieved for safety-of-life at the cost of higher, but con-
trolled, redundancy.
Congestion control: The communication domain has the
goal of ensuring a perfect stability of the network at all
times: it avoids network congestion by monitoring the net-
work utilization and controlling the packets transmission.
Applications assist the congestion control in order to en-
sure that the safety importance of the different communi-
cations is respected. For this reason, we propose the use
of a simple priority value; the application determines the



Fig. 3. VANET’s node information flow with a generic smart application.

priority based on the relevance of the information and as-
signs the value to each message. This value is used by the
communication domain to take adequate decisions when
controlling the load on the channel. Basically, we consider
that congestion control strategies combines a set of mech-
anisms including deferring packet transmission, smart dis-
card of low-priority packets, and dynamic setting of trans-
mission parameters on a per packet basis (e.g., power con-
trol [9]).
Beaconing: Beacons are periodic messages broadcasted
by the communication domain to support both, the ad hoc
routing/forwarding protocol and the applications. Apart
from the position of a vehicle, beacons also contain state
information common to relevant applications, e.g., speed
and direction. On reception of a beacon, a vehicle is aware
of their surrounding conditions and can, eventually, detect
unsafe situations. Note that due to the different require-
ments between safety applications and routing/forwarding
protocols, applications could motivate the increase of the
message generation period, e.g., at high speeds or in the
vicinity of an intersection. We also consider the possibil-
ity of sending more than the own state information, i.e.,
sending other’s nodes learned state can increase the vicin-
ity awareness further than one hop distance.
Location Service: The communication domain has to pro-
vide to the application a distributed algorithm that resolves
the location of other nodes in the network. This module is
also responsible of maintaining the Location Table to assist
both routing/forwarding protocols and applications.

B. Application Domain

The application domain is where all applications re-
side. Apart from the default application (addressed in
Sec. III-D), all safety related applications include the fol-
lowing key functionalities:
Information repository (IR): In order to detect certain
unsafe situations and be able to take the optimal decision
in case an emergency occurs, each application contains a
repository where the current surrounding status relevant to
this specific application is kept. Local mechanisms and
processes enable aggregation, modification, or invalidation
of cached information when the IR is updated. Note that a

higher benefit can be accomplished when a central IR com-
mon to all applications exists. Possible benefits could be:
memory efficiency, improved aggregation capabilities and
interoperability between applications.
Information processing:When receiving state (safety) in-
formation, either from local sensors or through the commu-
nication domain, applications process the information and
update the safety state of the IR.
Driver presentation: When detecting an unsafe situation
the application assists the driver in preventing a potential
accident. The presentation methods can differ between car
companies and implementations.
Forwarding state/safety information: An application
that detects or is aware of a certain hazard can decide to
forward it either immediately (safety-of-life) or to trigger a
forwarding process to periodically issue the information in
application-specific intervals (safety). Also, it could mo-
tivate a higher frequency of communication domain’s bea-
cons if necessary. In the next subsection, the different types
of addressing strategies suggested for the different types of
safety messages is discussed.
Priority determination: Once the decision to issue some
safety information to other vehicles is taken, applications
determine a safety value based on a priority function. This
function takes into account the type of hazard, duration of
time that has passed since the hazard occurred, distance
between the local position and the position where the haz-
ard occurred, and the local state of the wireless medium
(network congestion). The result of the function is a single
priority value that is assigned to the message and passed to
the communication system. The priority value will be used
by the communication domain, within its congestion con-
trol module, in order to handle the message from a safety
perspective.
Finally, another capability common to all applications

should be considered. In order to save some bandwidth
and channel access time, a module able to join different
applications payloads into a single message should be im-
plemented (Message Assembly in Fig. 3). The same ca-
pability could be implemented in the communication do-
main’s module Packet Assembly in order to also combine
beaconing information.



C. Dissemination Strategies of Safety Information
After having introduced the main functionalities of both,

application and communication domains, we describe how
the different types of safety messages are managed by the
proposed system:
Safety-of-life messages are non-periodic event-driven

messages that are geocasted as a result of the detection of
an imminent situation that endangers the life of drivers and
passengers in vehicles by a system’s own means. When
node’s application receives a safety-of-life message, the
node recalls that the communication domain handles the
immediate dissemination, i.e., PCF. Since the application
does not need to re-forward the information, it just pro-
cesses the information, stores it in the IR, and warns the
driver if required. Safety-of-life messages contain the pri-
ority (highest value), the time and the location the event
occurred, and the type of event (Hazard ID). The existence
of dumb nodes, though, require two additional fields (see
Sec. III-D), time of validity and area of validity where the
message should be forwarded. For distribution in a geo-
graphic area, the network domain provides a reliable and
efficient geocast delivery mechanism.
Note that the selection of this strategy for safety-of-life

is also justified by the rapid changing state of this infor-
mation, e.g., emergency break, intersection collision warn-
ing. The efficient and reliable geocast mechanism, i.e.,
the instance of geocast (Fig. 3) used by safety-of-life ap-
plications, should ensure the one-time dissemination to all
reachable nodes inside the area of validity. An applica-
tion can still re-issue the information after certain time as
safety-of-life, or even safety, if considered appropriate.
Safety messages are ‘periodic’ event-driven messages

that are the result of the awareness of an unsafe situation,
not safety-of-life, during a certain time. All safety applica-
tions will be repeatedly broadcasting (single hop) safety in-
formation (not beacons) during its time of validity2 in order
to improve reliability and connectivity (sparse networks).
Note that the information sent can be different each time
that it is transmitted since it can be updated (aggregated)
in short time, i.e., ICF. In particular, we stress the need of
mechanisms able to improve the scalability of the network
and avoid redundant repetitions, e.g., discard the transmis-
sion of a specific information if any neighbor in the close
surrounding just did it or restrict the repetitions just in case
a new neighbor/s appear. Safety messages contain the same
header fields as safety-of-lifemessages and additionally ap-
plication specific data if required in the payload, e.g., size
of icy road surface. Note that the dissemination in a ge-
ographic area is implicitly performed by the application
domainwhen deciding whether the information is worth to
be forwarded to its neighbors.

D. Compatibility with Dumb Nodes, Default Application
The application domain of a dumb node is much simpler

than of a smart node since many functions are not avail-
able, such as complex application logic, presentation to the

2With ICF a new time of validity can be determined by each ‘receiving’
application depending also on local state.

driver, etc. We propose that a dumb node provides a com-
mon default application that, at least, is able to interpret
time and area of validity (Default Information, Fig.3). In
particular, a dumb node is not required to process and inter-
pret the message payload. The default application is able
to temporarily cache and to re-broadcast cached messages.
In contrast to a smart node’s application domain, a dumb

node caches a safety message in a Message Repository
(MR). This message is re-broadcasted periodically while
its time and area of validity are still valid. The re-send
interval is either fixed with a default period or dynamic
depending on the priority value. Note that safety-of-life
messages will not be stored in theMR.
We recall that the described default application is also

part of the application domain of smart nodes. This way,
the compatibility among nodes having different implemen-
tations or versions of future safety applications would be
ensured.

IV. INFORMATION DISSEMINATION STRATEGIES

As stated in previous sections, the most prominent for-
warding/disseminating strategy in vehicular environments
is geocast, a mechanism capable to efficiently distribute a
message to all nodes inside a geographical area. Further-
more, as commented above, one of the geocast instances
should take into account the high reliability requirement of
safety-of-life applications, i.e., the key tradeoff existing be-
tween efficiency and reliability must be appropriately bal-
anced and optimized.
It is well known (e.g., [10]) that simple flooding in a ge-

ographic region, which is the most obvious algorithm, re-
sults in redundant re-broadcasts, contention and collisions
in wireless medium access. Enhanced forwarding strate-
gies that can reduce the overhead and improve efficiency
have been proposed.
In the literature for mobile ad hoc networks exist sev-

eral studies on improving efficiency of data dissemination,
including probabilistic [10], area-based [10], [11], and
neighbor-knowledge schemes [12], [13]. These, however,
do not consider the key aspects of vehicular communica-
tion (see Sec. II), specially the high requirements of safety-
of-life applications.
Moreover, the basic principle of VANET’s forward-

ing/disseminating strategies, i.e., select forwarding nodes
that offer the maximum ‘forwarding benefit’, should also
take into account vehicular topologies restricted to street-
bound scenarios. Following these guidelines in the con-
text of data forwarding in VANETs, exemplary strategies
are represented by: [14] where nodes closer to the desti-
nation are selected to forward a message in order to offer
a maximum progress in a multi-hop communication; [15]
where a node at a road’s intersection decides that its lo-
cation makes itself the optimal forwarder; or [16], that al-
though it does not use road scenarios, it addresses sparse
vehicular networks with a temporary caching of messages
and their ‘physical transport’ of messages towards the des-
tination.



Although all mentioned strategies already present solu-
tions to several challenges, due to the particularly high re-
quirements of safety-of-life applications the optimal strat-
egy for an ‘efficient and reliable geocast’ is still an open
issue.
Finally, it is worth noting that while all strategies

above reside directly at the communication domain, they
could also be taken as guidelines when implementing re-
transmission policies at the application (ICF). For exam-
ple, the approach of information-centric forwarding has
been investigated for applications with map-based data ab-
straction in [7], and in the context of mobile peer-to-peer
communication in [17], though both for non-safety appli-
cations.

V. CONCLUSIONS
For dissemination of safety information in a VANET we

identify packet-centric forwarding and information-centric
forwarding as two basic approaches for information dis-
semination, and derive the necessity to support a hetero-
geneous network architecture. We propose a system archi-
tecture for VANETs that is hybrid in a twofold meaning:
it supports packet-centric forwarding for safety-of-life ap-
plications, and information-centric forwarding for safety
applications with relaxed requirements for real-time and
reliability, but high aggregation potential. The architec-
ture supports a common communication system for both
smart and dumb nodes, whereas the latter represent cost-
efficient devices with limited processing capabilities as
(but not only) road-side units. We present a model of a
VANET node with a simple modular structure, identify rel-
evant functions for information dissemination, and assign
functions to the modules. As a result, we achieve a simple
and robust system model with low complexity as a basis
for implementation.
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